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3

Aanleiding
Aanleiding is het voornemen de Tweede Kamer te informeren over de meest
recente Meting Informatieveiligheidsstandaarden/Monitor Open Standaarden.

Geadviseerd besluit
U wordt geadviseerd om in te stemmen met bijgaande Kamerbrief en het
verzenden daarvan aan de Tweede Kamer.

Kern

Overheidsbreed zijn afspraken gemaakt om standaarden voor internetveiligheid en
informatieveiligheid versneld te adopteren, de zogeheten streefbeeldafspraken.
Een aantal standaarden zijn per 1 juli 2023 verzwaard tot een wettelijke
verplichting via het ‘Besluit beveiligde verbinding met overheidswebsites en
-webapplicaties’. Forum Standaardisatie voert ieder halfjaar een meting uit op de
implementatie van deze informatieveiligheidsstandaarden bij
overheidsorganisaties.

Forum Standaardisatie onderzoekt jaarlijks het gebruik van de standaarden van de
'Pas toe of leg uit'-lijst. Het onderzoek richt zich op de vraag naar open
standaarden in aanbestedingen, de toepassing in overheidsbrede voorzieningen en
overig gebruik.

Toelichting

De standaarden van de ‘Pas toe of leg uit'’-lijst zijn verplicht voor
overheidsorganisaties. Toch zien we dat deze verplichting niet altijd wordt
nageleefd. Het is daarom van belang dat we de dit onderwerp blijven agenderen
door onder andere de meeste recente onderzoeksresultaten te blijven delen met
de Tweede Kamer.

Vanuit de NDS wordt ook ingezet op een versterkte aanpak op het afspreken,
invoeren en handhaven van (digitale) standaarden middels een van de
interventies. De toepassing van open standaarden maakt samenwerking tussen
overheden onder andere makkelijker en veiliger en is nodig om de versnelling te
realiseren die nodig is. Daarom is het ook vanuit de NDS bezien belangrijk dat we
de uitkomsten van deze onderzoeken delen met de Tweede Kamer.

Pagina 1 van 2



Informatie die niet openbaar gemaakt kan worden

Motivering

In de openbaar gemaakte versie van deze nota zijn alle persoonsgegevens van
ambtenaren geanonimiseerd.

Bijlagen
Volgnummer Naam Informatie
1 Kamerbrief Meting
Informatieveiligheidstandaarden
en Monitor Open Standaarden
2025
2 Monitor Open Standaarden 2025
3 Meting
Informatieveiligheidstandaarden
begin 2025

Onze referentie
2026-0000076729

Datum
16 februari 2026

Pagina 2 van 2



	Aanleiding
	Geadviseerd besluit
	Kern
	Toelichting
	Informatie die niet openbaar gemaakt kan worden
	Bijlagen



