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1. Aanleiding e

Het bevorderen van de digitale weerbaarheid is een van de speerpunten van de 7072576
Nederlandse Cybersecuritystrategie (NLCS) 2022-2028. Om de beleidsinitiatieven

op dit terrein te kunnen evalueren onderzocht RAND Europe in opdracht van het

WODC of, en zo ja hoe, de digitale weerbaarheid van Nederlandse organisaties

meetbaar kan worden gemaakt. Het onderzoek verkent de mogelijkheden, de

indicatoren die gebruikt of ontwikkeld kunnen worden en de betekenis en

relevantie van de gegevens die worden verzameld. Het WODC publiceert het
onderzoeksrapport op 22 januari 2026. Met deze Kamerbrief wordt het onderzoek

aan de Tweede Kamer aangeboden.

2. Geadviseerd besluit
Instemmen met het verzenden van de Kamerbrief en eindrapport aan de Tweede
Kamer.

3. Kernpunten

De uitkomsten van het onderzoek bieden aanknopingspunten en uitgangspunten
voor het verder verkrijgen van inzicht in het meetbaar maken van digitale
weerbaarheid. Waarbij mogelijk gedifferentieerd kan worden naar verschillende
doelen, en suggesties worden aangedragen hoe vervolgonderzoeken aan te
pakken. Naast dit onderzoek is er ook gestart met de tussentijdse evaluatie van
de NLCS. Naar verwachting levert die evaluatie ook informatie op over de
effectiviteit van maatregelen om de weerbaarheid te verhogen. Gezamenlijk
bieden deze uitkomsten de input voor de doorontwikkeling van het actieplan
horende bij de NLCS. Het rapport zal nationaal en waar mogelijk internationaal
onder de aandacht worden gebracht om elkaar in staat te stellen te leren van
elkaars inzichten.

4. Afstemming
U verzendt de Kamerbrief als coérdinerend minister voor cybersecurity.
Afstemming met de vakdepartementen vindt ambtelijk plaats.

5. Informatie die niet openbaar gemaakt kan worden

De persoonsgegevens van de ambtenaren zijn niet openbaar ter bescherming van
de persoonlijke levenssfeer.

Pagina 1 van 1



